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Motivation

Physical attacks, such as power analysis, are techniques with which one can extract secret data from devices such as smart cards, mobile phones, RFIDs, etc.

Modern devices are hence manufactured with such attacks in mind: a wide and varying range of countermeasures have been deployed, each with their particular pros and cons. No countermeasure can provide protection against all threats, and the continuous development of new and improved attack techniques require constant re-evaluation of cryptographic devices.

Experimental Setup

A De-packaged Circuit Board

We have, in the past, contributed to the development of both attacks and countermeasures for various cryptographic primitives and different kinds of cryptographic devices. Our latest effort has been towards the further analysis of attack techniques that focus on the exploitation of several information leaks per acquired observation for a device.

Using such techniques we were able to completely break a popular and widely used countermeasure called masking: a technique in which an implementation is changed such that it never computes on 'raw' data, but only on data that is concealed by a random value. We showed that all implementations of this method that use pre-computations of table look-ups for efficiency are trivially breakable.

The development of implementations that are resistant to physical attacks is an ongoing process that requires the evaluation of new ideas and re-evaluation of previous work as new threats emerge. In Bristol we have the practical expertise to perform a wide range of attacks, which we share with the community via the OpenSCA toolbox (freely available via Sourceforge). Our future efforts will continue to translate our knowledge about attacks into the conception of secure devices.
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